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Prova Pratica N.1
Tempo a disposizione: 90 minuti

La Direzione Generale ha chiesti di avviare un progetto di migrazione del
centralino dell’Ente su Cloud qualificato PSN.

Il candidato rediga una relazione (scheda tecnica preliminare) strutturata per
punti, indicando:

1. Le misure minime per la scelta dellOperatore Economico (es.
localizzazione dati, certificazione ACN) e le misure tecniche necessarie
per tutelare i dati di traffico e voce secondo il GDPR.

2. La strategia per segregare il traffico voce dalla rete dati amministrativa
(es. VLAN) e garantire la qualita delle chiamate (QoS).

3. Le soluzioni architetturali indispensabili (es. connettivita di backup,
failover) per mantenere il servizio attivo in caso di guasto alla linea
principale.
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Prova Pratica N. 2

Tempo a disposizione: 90 minuti

La Direzione Generale ha indicato la priorita di realizzare un nuovo impianto di
videosorveglianza dell’Ente che copra uffici, spazi comuni e tutto il perimetro.
La rete LAN esistente € unica e non segmentata.

Il candidato rediga una relazione (scheda tecnica preliminare) strutturata per
punti, indicando:

1. Gli adempimenti preliminari obbligatori verso i lavoratori (Statuto dei
Lavoratori) e I'analisi dei rischi (DPIA) propedeutici all'attivazione
dell'impianto.

2. | criteri tecnici per garantire l'integrita delle registrazioni (impossibilita di
manomissione) e il rispetto dei tempi di conservazione massimi
consentiti.

3. Le misure per blindare I'accesso ai dispositivi (telecamere/NVR) ed
evitare che diventino un punto di ingresso per attacchi alla rete locale.
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Prova Pratica N. 3

Tempo a disposizione: 90 minuti

La Direzione Generale ha richiesto la progettazione del passaggio dal vecchio
gestionale legacy on premises (Contabilitda/Magazzino) a una soluzione SaaS
in Cloud.

Il candidato rediga una relazione (scheda tecnica preliminare) strutturata per
punti, indicando:

1. I requisiti normativi essenziali per I'affidamento di un servizio Cloud per
la PA (es. catalogo ACN) e la gestione della titolarita del dato.

2. L'architettura di autenticazione per gli utenti (in sede e da remoto),
specificando l'uso di fattori multipli (MFA) o integrazioni con identita
digitale (SPID/CIE).

3. Le clausole tecniche e contrattuali necessarie per garantire la
"Reversibilita del dato" ed evitare il Vendor Lock-in in caso di cambio
fornitore.



